
Appendix A. Summary of direct aggression detection studies 

Author Method Dataset Aims Context Feature 
Mazari et al., 
2024 

BERT + MLP 223 thousand comments 
from Wikipedia 

Hate speech 
detection 

Social media Textual comments with categories’ 
labels 

Jaafar and 
Lachiri, 2023 

MLP An audiovisual dataset 
with a set of 21 videos 

Aggression 
detection  

Surveillance 
videos 

Acoustic, visual, text, and extra-
information 

Alotaibi et al., 
2021 

CNN, BiRNN, and a 
transformer block 

55 thousand tweets in 
Twitter 

Comments’ 
classification 

Twitter  Textual comments with Tokenization 

Sadiq et al., 
2021 

MLP 20,001 tweets with 
aggressive annotation  

Aggression 
detection 

Twitter Textual tweets with Word Embedding 

Balakrishnan 
et al., 2019 

Random Forest 9 thousand tweets with 
labels 

Cyberbullying 
classification  

Twitter Number of mentions, number of 
followers and following, popularity, 
favorite count, status count and 
number of hash tags 

Risch and 
Krestel, 2018 

MLP 15 thousand posts Harmful posts' 
identification 

Facebook Textual posts with Word Embedding, 
Character N-grams, Word N-grams 
and Syntactic features 

Chatzakou et 
al., 2017 

Naive Bayes, 
Decision trees, 
Random Forest, and 
neural networks 

1 million random tweets 
and 650 thousand tweets 
with 309 hate related 
hashtags 

Detection of 
Cyberbullying 
and aggressive 
behavior 

Twitter Text, user information, and network 

Al-Garadi et 
al., 2016 

Naive Bayes, 
Random Forest, and 
KNN 

2.5 million geo-tagged 
tweets 

Cyberbullying 
detection 

Twitter Network, activity, user information, 
and content 

Van Hee et al., 
2015 

Support Vector 
Machines 

85 thousand Dutch posts Cyberbullying 
classification  

Ask.fm Textual posts with bag-of-words 
features and sentiment lexicon 
features 
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